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T
he world has always been divided in
how it thinks about privacy. As the
Justice Srikrishna Committee pointed

out, there are basically three distinct
approaches—the American, European and
Chinese. The panel recommended that
India should consider a fourth path, and the
Personal Data Protection Bill that is cur-
rently being discussed by a joint parliamen-
tary committee represents the alternative
that it believed India should adopt.

These different approaches have co-ex-
isted in a sort of uneasy equilibrium for some
time now. China has applied strict restric-
tions on foreign data companies that operate
within its territory, while Chinese data com-
panies have taken care to comply with local
laws whenever they have ventured outside
that country. India, without any sort of legal
framework to speak of, has relied on extra
statutory measures—contractual clauses
and binding corporate rules—to trade with
Europe. Similarly, despite some fundamen-
tal differences between the US and Euro-

all the powers of such a court, including 
the power to punish for contempt of 
itself.” Article 215 says much the same 
thing in regard to the powers of high 
courts. In addition, there is the Con-
tempt of Courts Act, 1971, which seeks 
to define what constitutes contempt. 
There are broadly two types of con-
tempt, civil and criminal. The former 
includes defiance of court orders or 
judgments or refusal to honour under-
takings given in court. The latter 
includes publication (by words, signs or 
visible representation) that would 
“scandalize” or “tend to scandalize”, 
“lowers or tends to lower the authority 
of, any court; or (ii) prejudices, or inter-
feres or tends to interfere with, the due 
course of any judicial proceeding; or (iii) 
interferes or tends to interfere with, or 
obstructs or tends to obstruct, the 
administration of justice in any other 
manner”.

Common sense tells us that phrases 
like “tends to scandalize” can be inter-
preted in multiple ways by different 
courts and judges. The wording needs 
to be more precise, and standards set to 
differentiate between what really 
demeans the judicial process and what 
merely offends some judges.

The liberal view is that courts should
not resort to the use of constitutional 
and legal provisions to stifle free speech,
but this argument is too general and 
can, in many circumstances, result in 
courts not having any remedy against 
abuse and vilification. Just as free 
speech provisions cannot be absolute, 
so too comments on the judiciary can-
not be an open licence to malign it, 
especially if done by powerful people. 
Courts can be lenient against ordinary 
individuals who may occasionally rant 
over an unfavourable judgment, but 
should prominent lawyers have the 
same privilege? Power comes with 
responsibility. It is one thing to criticize 
the content of judgments or court pro-
ceedings, and quite another to impute 
motives and bias. If these exist, they 
must be framed as charges against spe-

cific judges and proven in a court or Par-
liament.

In the past, matters relating to con-
tempt have tended to result in apologies 
ending the matter. Bhushan himself 
apologized to the court last year after he 
admitted that he had made a “mistake” 
in alleging that the government had 
submitted “fabricated” minutes of a 
meeting of the high-powered selection 
committee that appointed M. Nages-
wara Rao as interim director of the Cen-
tral Bureau of Investigation. In another 
case, though, the Supreme Court went 
the whole hog and ordered the arrest of 
a sitting high court judge, Justice C.S. 
Karnan, for misconduct in alleging that 
members of the judiciary were guilty of 
nepotism, corruption and casteism. 

In the Bhushan case, there is an addi-
tional point to consider. After the court 
started hearing the contempt case per-
taining to his statements to Tehelka, his 
father Shanti Bhushan intervened and 
offered alleged “evidence” against eight 
former chief justices of corruption. The 
names and “evidence” were offered in a 
sealed cover. The problem with offering 
information in sealed covers is simple: 
Since there is no transparency in what is 
being said, the public has no way of 
knowing whether what was given was 
really evidence, or some other form of 
communication aimed at a few individ-
uals.  Sealed cover information is no 
substitute for filing an actual case of 
corruption against specific judges in 
courts. It appears to display a lack of 
concern for the public’s right to know 
what exactly is being alleged, and is 
equally easy for the judiciary to sup-
press the same.

A final constitutional view on punish-
ment and remedies for contempt of 
court may be useful at this juncture, not 
only because it involves the highest 
courts of the land, but also because 
Parliament and state legislatures have 
similar powers to act against contempt.

What we need in the Bhushan case is
a clear verdict with good reasoning that 
sets a worthy precedent.

I
t would be useful to let the current 
contempt of court proceedings 
against senior counsel Prashant 

Bhushan reach a logical and well-enun-
ciated judicial conclusion. There are 
actually two contempt cases involved. 
One relates to a 2009 statement made 
by Bhushan to Tehelka that eight of 16 
former Supreme Court judges were (or 
had been) corrupt, which is being heard 
by a three-judge bench. The other case 
relates to a series of tweets by Bhushan 
about the current chief justice and the 
judiciary in general. One case comes up 
for hearing on 4 August and the other 
the next day.

A statement signed by some retired 
judges and prominent Left-liberal poli-
ticians, activists and intellectuals has 
called on the Supreme Court to with-
draw the contempt case against 
Bhushan. The statement may or may 
not be politically motivated, but the 
only way to deal with it is by actually 
going into the merits of the contempt 
case, and the validity of various con-
tempt laws. If needed, the three-judge 
bench can be expanded to make it a 
constitutional bench, for what is under 
contention here is the constitutionality 
of the contempt law itself.

The Supreme Court and various high
courts have powers under Articles 129 
and 215 to act against contemnors. Arti-
cle 129 says that “The Supreme Court 
shall be a court of record and shall have 

The court has an opportunity to 
lay down the limits of contempt
The Prashant Bhushan case could help minimize the subjective application of our contempt law

R. JAGANNATHAN
is editorial director, ‘Swarajya’ magazine

D
escribed as “both beauty and
beast” by India’s envoy to France
Jawed Ashraf, Dassault Aviation’s
Rafale fighter aircraft is finally set
for induction by the Indian Air
Force. Of the 36 ordered in 2016,

the first lot of five planes took off on Monday 
from Bordeaux and are expected to land at our 
Ambala airbase on Wednesday. This is about 
nine months off schedule and their technical 
induction could take a few weeks more, but 
they can still give our air defences a boost just 
as Chinese aggression lends urgency to the 
need to be prepared for a two-front war with 
both our regional adversaries, China and Paki-
stan. The Centre hopes that the rest of the 
deliveries follow in quick order, by 2021-end, 
ahead of the original schedule of mid-2022. 
Until then, we could rely on the advanced com-
bat capabilities of just a few to deter external 
aggression. Defence analysts have argued that 
the high acquisition cost of Rafales, an esti-
mated 1,640 crore per aircraft, is explained by 
the use of special weaponry they enable. 
Exactly how sharp a spearhead they will grant 
our Air Force is classified information, offi-
cially, but if they can strike precision targets 
from a long range with nuclear-tipped missiles, 
then it need not take a whole squadron of 18 
such jets to pose the requisite deterrence. 

Two of the five jets are two-seat trainers, 
while three would be configured for combat. 
In all, six of the 36 jets would be trainers, 
though each of them could be pressed into 
action. The emphasis on fewer but deadlier 
planes is said to be in line with the Air Force’s 
strategic need for up-to-date firepower. As 
claimed, Rafales can undertake reconnais-
sance missions, launch various kinds of 

attacks, and engage enemy jets in air-to-air 
combat, all guided by avionic systems that con-
fer a significant advantage in modern warfare. 
What makes these fighters especially fear-
some, say experts, are the versatile missiles 
they can be loaded with. An air-to-air Meteor 
shot can reportedly hit a moving target more 
than 120km beyond a pilot’s field of vision, for 
example, while the shorter-range Mica can 
strike an enemy plane without it being alerted 
by radar. The aircraft’s deep-strike cruise 
missile Scalp is no less stealthy; reputedly, it 
can hit ground targets accurately, and that too 
with devastating effect. 

The superiority of this weaponry was the 
principal point cited by the government—cus-
tomization was another—to justify a magnified 
bill of $8.7 billion for 36 planes after it rejected 
its predecessor’s old $12.6 billion outlay for 126 
Rafales, 108 of which were to be assembled 
locally by Hindustan Aeronautics Ltd (HAL). 
While the newly delivered ready-to-fly jets 
would be far more potent than the “bare-bone” 
ones that our Air Force was counting on ear-
lier, the aerial domination of any theatre of war 
still requires a sizeable fleet of fighters. Against 
the sanctioned strength of 42, our Air Force 
has only 30 squadrons right now. It is here that 
the locally-developed Tejas, India’s own light 
combat aircraft, must come into play—soon. 
Equipped with a new engine, it was found 
combat-worthy a few years ago. It is time now 
for HAL to speedily roll them out in large num-
bers, if only to fill squadron gaps and replace 
ageing MiG-21s and Mirage fighters. Given the 
appropriate training and coordination soft-
ware, a few lethal Rafales backed by a swarm 
of low-cost Tejas fighters could conceivably 
shield the country from foreseeable threats.

The spearhead of India’s 
Air Force is finally here

The delivery of Rafale jets will enhance the country’s ability to deter external aggression. 

Lethal as these French fighter aircraft are, HAL must ramp up the production of Tejas too
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The world is rapidly
running out of

reasons to justify the
occasional bucket of fried
chicken or that Maharaja
Mac with cheese.

Now, new research
shows that fast food
can harm you even if
you don’t actually eat
the food you buy.
Just handling a copy
of the bill will do.

A study by the
Environmental Working
Group says that 40% of
bills handed out by fast
food outlets and other
businesses were coated
with bisphenol A (BPA).

BPA mimics the
hormone estrogen and
is often found in thermal
printing paper used
commonly in fast food
outlets, retail stores
and automated teller
machines. Unfortunately,
animal tests have shown
that BPA can impair
reproductive and
intellectual capacity,
and even lead to obesity,
diabetes and asthma.

This is bad news for
people who like fried
chicken or Happy Meals,
and even worse news for
the people who work at
the cash counters.
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Noweven
billskill

Mint is also a vailable f or Rs5.50 with Hindus tan T imes under a c ombo off er

FOOD SECURITY

SCresets
contoursof
thedebate
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I
n a move that wil l l ikely ac-
celerate the acceptance
and impact of Aadhaar, the

Supreme Court has recom-
mended that the government
make the unique identity
(UID) programme the centre-
piece of the revamp of the
public distribution system
(PDS).

The court has also shaped all
further discourse on the coun-
try’s proposed food security
legislation by setting down pa-
rameters.

The apex court’s suggestions
include exclusion of people
living above the poverty line
(APL) from the purview of PDS
and the shift to a per capita re-
gime of providing subsidized
foodgrain as opposed to the
existing practice of allocations
per family.

The recommendations of the
court come ahead of a meeting
of the National Advisory Coun-
cil (NAC) on 30 August to re-
view the role of UID in re-
vamping PDS. Ahead of this, a
sub-committee of NAC has al-
ready begun meetings with of-
ficials at the Unique Identifica-
tion Authority of India (UIDAI)
to discuss elements of the pro-
posal that has already been put
up on the Aadhaar website.

To be sure, the government
has been given two weeks to
respond to the recommenda-
tions of the Supreme Court.
The matter has been listed for
hearing on 12 August.

“The Supreme Court’s order
puts a stamp of approval on

the system which UIDAI has
been proposing,” said a senior
UIDAI official, who didn’t want
to be identified.

The apex court bench com-
prising justices Dalveer
Bhandari and Deepak Verma
said in its verdict on Tuesday:
“The Union of India may con-
sider computerization in con-
sultation with the specialized
agencies like the Unique Iden-
tification Authority of India or
any other agencies.”

Aadhaar is the government’s
ambitious programme
launched under UIDAI to pro-
vide the residents of India a
unique identity number.

The Supreme Court bench
was dealing with a report sub-
mitted by the justice D.P.
Wadhwa committee that has
come down heavi ly on the PDS
system, saying that there was
“huge corruption and pilfer-
age in the PDS all over the
country” .

The Supreme Court’s sug-
gestion to link PDS with Aad-
haar came at a time when
NAC, which serves as the polit-
ical interface between the gov-
ernment and the Congress par-
ty, is locked in a debate with
the government on the scope
of the proposed National Food
Security Act. The basic dis-
agreement has been on the
size of the allocation as well as
the scope of the food security
programme, particularly with
respect to APL.

The court’s judgement also
said that the government must
“ take into consideration” the
recommendation of NAC.
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Apexcourt suggests
making unique ID
programme centrepiece
of public distribution
system’srevamp

HULwill unblinkingly defend
leadership, Manwani says
BY SAPNA AGARW AL &

SATISH JOHN

··························
MUMBAI

We are in the midst of com-
petitive battles,” says

Harish Manwani , chairman of
the Rs17,523 crore Hindustan
Unilever Ltd (HUL) and presi-
dent (Asia, Africa, Central and
Eastern Europe) of Unilever Plc.
Using a cricketing analogy, he
says Unilever will switch be-
tween attack and defence as the
situation demands across the 55
countries that he’s in charge of.

The Indian arm of Unilever is
defending market leadership in
eight out of 11 categories such
as the consumer goods space,
where it’s fending off Procter
and Gamble Home Products
Ltd, Godrej Consumer Products
Ltd and ITC Ltd. In China, it is
fighting a battle for market share

against leader Procter and Gam-
ble Co. of the US.

“ It is the entire might and
scale of Unilever that we bring
together,” he says of the multi-
ple product launches and re-
launches across emerging mar-
kets, aimed at giving the com-
petition little chance to react.
“We are in the right part of the
world where the economic cen-
tre of gravity is shifting.”

Closer home, advertising and
promotions gnawed away a lot
of cash, with analysts referring
to volumes growing at the cost
of profitability. Manwani says
HUL will “unblinkingly” defend
leadership, and that its skills
and experience will pay off.

sapna.a@livemint.com

India renews
threat toban
BlackBerry
services
BY SAHIL M AK K AR &

SHAUVIK GHOSH

·························
NEW DELHI

I ndia’s home ministry re-
vived its threat to shut down

BlackBerry services because
Research in Motion Ltd (RIM)
was not providing it with infor-
mation about users, raising the
prospect of widespread disrup-
tions to corporate email com-
munications.

The move comes days after
the United Arab Emirates
(UAE) expressed concerns over
“social and security risks”
posed by BlackBerry services.
The Indian government is con-
sidering the ban because of
what it says is the threat posed
to national security.

“We will ban BlackBerry
services if they refuse to give
government details of data
shared by users. They have so
far denied data on the excuse
of encryption,” a high-ranking
government official said.
“There should not be any
problem in sharing the data. If
they can provide this to US in-
telligence agencies, we do not
see any reason that they can-
not provide the same to Indian
agencies.”

The UAE authorities had said
over the weekend that Canada-
based RIM was operating out-
side its laws by sending data
offshore for management by
foreign commercial interests.

India has more than 400,000
BlackBerry users. The numbers
have risen in the past few
quarters as the smartphone
maker has announced new
partnerships with India’s tele-
com service providers, and
launched cheaper handsets
and services.

The department of telecom-
munications (DoT) had given
RIM until the end of this
month to provide access to its
network. That move came at
the behest of India’s intelli-
gence agencies, which said
that they were unable to deci-
pher encrypted data sent on
BlackBerry handsets. India
fears that terrorists may exploit
such blind spots to keep their
communications outside the
radar of the security agencies.
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Competitive edge: Hindustan Unilever chairman Harish Manwani.
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Isbattleagainstpoliobeingwon?

For the first time in the history of
India’s fight against polio, Bihar

and Uttar Pradesh—the two states
responsible for 97% of the nation’s
cases in 2009—have been free of the
Type 1 polio virus for nearly eight con-
secutive months, leading to the hope
that this most virulent strain could be
eradicated this year. Total polio cases
have fallen 84% nationwide in the first
six months of 2010 to 24, from 151 cases
in the first six months of 2009. >P4
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Relying on  the governm en t  
to protect  your  pr ivacy 
is l ike ask ing a peeping 

tom  to instal l  your  
w indow  bl inds.

JOHN PERRY BARLOW

is a partner at Trilegal and also 

has a podcast by the name Ex 

Machina. His Twitter handle is 

@matthan

India, will be affected by this decision. Busi-
nesses that trade with Europe had expected
to fulfil their GDPR obligations by agreeing
to be bound by the SCCs. If that is no longer
sufficient and if compliance is conditional
upon the countries in which they operate
changing their laws to meet the standards
Europe demands, that might be too much to
expect. While this may not have been its
intention, the long-term impact of the CJEU
decision is likely to be that European data
will never leave European shores again.

I have always said that data localization is
not in our national interest. I’ve argued
against the data localization principles that
were introduced in the Personal Data Pro-
tection Bill because I was concerned that a
policy that required the personal data of citi-
zens of India to be processed only within the
physical boundaries of our country would
adversely affect our ability to take full advan-
tage of the global data economy.

But in the aftermath of Schrems II, I have
to admit that I feel a bit foolish. After all,
there is not much difference between a law
that requires all data to be processed within
the territorial jurisdiction of your country
and one that only allows you to transfer data
if it satisfies conditions that no other country
really wants to meet. 

Much like the US, law enforcement agen-
cies in India also have wide and sweeping
powers. National security is a recognised
exception to the fundamental right to pri-
vacy, and even though the right to privacy
judgment made it clear that governmental
actions impinging upon privacy must be

proportionate, surveil-
lance is often carried out
with little heed to the effect
it has on the privacy of tar-
geted individuals. If law
enforcement authorities
approach an Indian com-
pany demanding access to
the personal data of EU cit-
izens stored in its servers,
notwithstanding any con-
tractual commitments to
the contrary, these compa-
nies often have no option
but to comply. That being
the case, in the light of the

CJEU judgment, the fact that the data was
transferred to India under the SCCs is no
longer sufficient to constitute compliance
with the data transfer obligations under the
GDPR if local law enforcement can compel
the disclosure of this data.

Many countries, beyond just the US and

held that even where personal data is
intended to be transferred outside the EU
under the standard contractual clauses
(SCCs), if the laws of transferee countries
made it impossible for data processors to
comply with their obligations under the
SCCs, transfer of data should not be permit-
ted. If data of European cit-
izens has already been
transferred under these
clauses, it must be returned
or destroyed forthwith.
The CJEU was making it
clear that contractual
clauses are not enough—
the national law must also
allow for compliance with
GDPR obligations.

As much as this decision
has been framed in the
context of the US-EU Pri-
vacy Shield, the principles
laid down have far broader
applicability. India does not have a privacy
law and all transfers of personal data
between European and Indian companies
take place under the standard contractual
terms approved by EU data regulators. If the
underlying law becomes relevant, all these
data transfers would have to be revisited.

pean data protection laws, governments on
both sides of the Atlantic have always taken
the trouble to create exceptional legal
frameworks to facilitate the free flow of data
between US and European companies.

Earlier this month, that equilibrium was
destroyed—perhaps for good.

The Court of Justice of the European
Union (CJEU), while issuing its ruling on a
complaint filed by Maxmillian Schrems
against Facebook Ireland, struck down the
US-EU Privacy Shield on the grounds that
the US law did not afford a level of protection
that was compatible with protections
required under Europe’s General Data Pro-
tection Regulation (GDPR). In particular,
the court referred to the fact that under US
law, US companies were required to make
personal data available to the US National
Security Agency and Federal Bureau of
Investigation, and that its Foreign Intelli-
gence Surveillance Act allows US surveil-
lance programmes to operate in ways that do
not guarantee the privacy of non-US persons
targeted by these. For these reasons, it held
that US law did not meet the threshold of
proportionality that is central to the Euro-
pean privacy law, and struck down the Pri-
vacy Shield.

But, perhaps more significantly, the CJEU

Data localization could soon be the worldwide reali ty
RAHUL MATTHAN

An EU court 

ruling could 

eventually mean 

that European 

personal data 

will have to stay 

in Europe


